**Почитайте, посмотрите, поиграйте вместе с детьми**

**НЕвредные и "Вредные советы"**

Папы, мамы — в Интернете...
Дети где?.. Так где же дети?!
Дети тоже в Интернете?
В Интернете тоже дети...

Мы предложим вам и детям,
В стиле Остера советы,
Пусть и «вредные» советы,
Вы спешите почитать!

Если пишешь реферат ты,
То смелей качай с Ин-ета,
Ставь свои инициалы,
И фамилию пиши.
Плагиата ты не бойся,
Мало кто об этом знает,
Ну, а если кто узнает -
Не докажет никогда.

Если ты остался дома,
Без родителей, один,
Смело ты гуляй в Ин-ете,
Torrent смело запускай!
И пускай себе качает:
Фильмы, музыку, программы.
Что получится, узнаешь,
Прокурор придёт когда!

Если вы с утра решили
Хорошо себя вести,
Смело в Интернет ныряйте,
И играйте там, играйте
Он-лайн игры — это классно!
Деньги быстро убегут!

Пароль, логин, адрес почты,
Помни твердо, наизусть!
И когда тебе случится,
Повстречаться с диверсантом,
Не теряя ни минуты,
Все ты точно сообщи!

Если ты нашел в Ин-ете
Информацию крутую,
Верь и факты эти смело
Ты нигде не проверяй!
Даже если вдруг случится,
Что ты домыслы нашёл,
То тверди ты людям смело,
Что Интернет никогда не врёт!

Если надо очень быстро
Информацию найти,
Ты скорей пиши в Ин-ете
Быстро, быстро ты запрос.
Если надо очень быстро,
То пиши запрос ты сложный,
И тогда ты точно скоро
Информацию найдёшь!

Перед тем как выйти в сеть,
Ты родителям поведай то,
Что фильтры надо срочно,
На комп-е настроить точно.
И тогда систему вашу,
Не придется обновлять.

**Будь вежлив ты в сети всегда,
И слов сердитых не пиши,
По пустякам не спорь ты никогда,
И этику сети учи!**



Все большее количество детей получает возможность работать в Интернет. Но вместе с тем все острее встает проблема обеспечения безопасности наших детей в Интернет.

  Рекомендации, с помощью которых посещение Интернет может стать менее опасным:

1. Посещайте Интернет вместе с детьми. Поощряйте ваших детей делиться с вами их успехами и неудачами в деле освоения Интернет.
2. Объясните детям, что если в Интернет что-либо беспокоит их, то им следует не скрывать этого, а поделиться с вами своим беспокойством.
3. Объясните ребенку, что при общении в чатах, использовании программ мгновенного обмена сообщениями (типа ICQ, Microsoft Messenger и т.д.), использовании он-лайн игр и других ситуациях, требующих регистрации, нельзя использовать реальное имя, помогите вашему ребенку выбрать регистрационное имя, не содержащее никакой личной информации.



1. Объясните ребенку, что нельзя выдавать свои личные данные, такие как домашний адрес, номер телефона и любую другую личную информацию, например, номер школы, класс, любимое место прогулки, время возвращения домой, место работы отца или матери и т.д.
2. Объясните своему ребенку, что в реальной жизни и в Интернет нет разницы между неправильными и правильными поступками.
3. Научите ваших детей уважать собеседников в Интернет. Убедитесь, что они понимают, что правила хорошего тона действуют одинаково в Интернет и в реальной жизни.



1. Скажите им, что никогда не стоит встречаться с друзьями из Интернет. Ведь люди могут оказаться совсем не теми, за кого себя выдают.
2. Объясните детям, что далеко не все, что они могут прочесть или увидеть в Интернет – правда. Приучите их спрашивать о том, в чем они не уверены.
3. Не забывайте контролировать детей в Интернет с помощью специального программного обеспечения. Это поможет вам отфильтровывать вредоносное содержание, выяснить, какие сайты на самом деле посещает ваш ребенок и что он там делает.