### Положение

### о рабочей группе образовательного учреждения по вопросам регламентации доступа к информации в Интернете

### 1. Данное положение разработано в соответствии с Инструкцией по обеспечению безопасного доступа обучающихся к ресурсам сети Интернет и определению методов контроля процесса работы в сети Интернет ИОТ — 006 – 2012, и в целях создания рабочей группы по организации мер по ограничению доступа обучающихся к ресурсам сети Интернет, содержащим информацию, не имеющую отношения к образовательному процессу.

2. Рабочая группа осуществляет непосредственное определение политики доступа в Интернет в ГБОУ ЗДТДиМ.

3. Рабочая группа создается приказом деректора ГБОУ ЗДТДиМ из представителей педагогического коллектива, родительского комитета (попечительского совета) и ученического самоуправления в согласованном порядке, в её состав также могут привлекаться внешние эксперты.

4. Очередные собрания рабочей группы проводятся с периодичностью, установленной рабочей группой.

5. Рабочая группа:

- разрабатывает Правила использования сети Интернет в ОУ;

- корректирует разработанные Правила в соответствии с изменившейся ситуацией;

- принимает решение о разрешении/блокировании доступа к определенным ресурсам и (или) категориям ресурсов сети Интернет, подготовленное ответственным за организацию работы с Интернетом и согласованное с руководителем ОУ;

- определяет характер и объем информации, публикуемой на Интернет-ресурсах ОУ;

- устанавливает какие категории пользователей могут иметь учетную запись электронной почты на Интернет-ресурсах ОУ;

- рассматривает целесообразность использования Интернет ресурсов в рамках расписания занятий и подаёт предложения на обсуждение учебно-методическим советом.

### Должностная инструкция

### ответственного за организацию работы с Интернетом

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*назначенного приказом №\_\_\_\_\_\_\_\_от\_\_\_\_\_\_\_\_\_.*

1. **Общие положения**

Ответственный за организацию работы с Интернетом в ГБОУ ЗДТДиМ:

1.1. Назначается на должность и освобождается от должности приказом руководителя ОУ.

1.2. Подчиняется непосредственно директору ГБОУ ЗДТДиМ.

1.3 Руководствуется в своей деятельности Конституцией и законами РФ, государственными нормативными актами органов управления образования всех уровней; Правилами и нормами охраны труда, техники безопасности и противопожарной защиты; Временной Инструкцией по обеспечению безопасного доступа обучающихся к ресурсам сети Интернет и определению методов контроля процесса работы в сети Интернет, Уставом и локальными правовыми актами ГБОУ ЗДТДиМ, а также настоящей должностной инструкцией.

1.4. Должен знать дидактические возможности использования ресурсов сети Интернет и правила безопасного использования сети Интернет.

2. **Основные задачи и обязанности\***

Ответственный за организацию работы с Интернетом в ГБОУ ЗДТДиМ организует доступ сотрудников ОУ и обучающихся к Интернету, а именно:

2.1. Осуществляет контроль за состоянием компьютерной техники и Интернет-канала «точки доступа к Интернету» (места, или мест, из которых осуществляется доступ к сети Интернет в ГБОУ ЗДТДиМ). Обеспечивает информирование организаций, отвечающих за работу технических и программных средств, об ошибках в работе оборудования и программного обеспечения. В случае необходимости инициирует обращение в ремонтную (сервисную) организацию или поставщику Интернет-услуг. Осуществляет контроль ремонтных работ.

2.2. Находится в помещении «точки доступа к Интернету» на протяжении всего времени ее работы.

2.3. Организует получение сотрудниками образовательного учреждения электронных адресов и паролей для работы в сети Интернет и информационной среде образовательного учреждения.

2.4. Ведет учет пользователей «точки доступа к Интернету». В случае необходимости лимитирует время работы в Интернете пользователя.

2.5. Ведёт список запрещенных сайтов, содержащих информацию, наносящую вред здоровью, нравственному и духовному развитию обучающегося (согласно ст.14.п.1 Федерального Закона от 24 июля 1998 г. N 124-ФЗ "Об основных гарантиях прав ребенка в Российской Федерации").

2.6. Использует технические возможности централизованной и локальной контентной фильтрации на всех рабочих местах, где возможна работа обучающихся, и обеспечивает комплекс организационных и технических мероприятий, исключающих возможность доступа к сайтам, запрещённым к просмотру.

2.7. Осуществляет контроль процесса работы пользователей в сети посредством системы учёта трафика и протоколирования посещённых Интернет-ресурсов.

2.8. Регулярно проводит анализ посещений сети Интернет. При выявлении случаев обращения к запрещённым ресурсам передаёт сведения администратору окружной сети и провайдеру для внесения изменений в список запрещенных ресурсов, а также директору ГБОУ ЗДТДиМ о рассмотрении вопроса о необходимости проведения и формах соответствующей воспитательной работы с обучающимися, посещающими запрещенные сайты.

2.9. Допускает к работе с Интернетом только лиц, прошедших регистрацию и инструктаж, обязавшихся соблюдать условия работы.

2.10. Оказывает помощь пользователям «точки доступа к Интернету» во время сеансов работы в сети.

2.11. Участвует (при необходимости) в организации консультаций сотрудников ГБОУ ЗДТДиМ по использованию Интернета в профессиональной деятельности.

2.12. Организует оформление стендов наглядными материалами по тематике Интернета: советами по работе с программным обеспечением (браузером, электронной почтой), обзорами интересных Интернет-ресурсов, новостями педагогического Интернет-сообщества и т.п.

2.13. Осуществляет регулярное обновление антивирусного программного обеспечения. Контролирует проверку пользователями внешних электронных носителей информации (дискет, CD-ROM, флеш-накопителей) на отсутствие вирусов.

2.14. Следит за приходящей на адрес ГБОУ ЗДТДиМ электронной корреспонденцией.

1.15. Следит за тем, чтобы при работе с электронной почтой:

* Входящие письма проверялись на наличие вирусов или других вредоносных программ.
* Почтовые сервера были сконфигурированы так, чтобы отвергать письма, адресованные не на компьютеры учреждения.
* Использовать только утвержденные почтовые программы.

2.16. Принимает участие в создании (и актуализации) веб-страницы ОУ.

2.17. Систематически повышает свою профессиональную квалификацию, общепедагогическую и предметную компетентность, компетентность в использовании возможностей Интернета в учебном процессе.

2.18. Соблюдает правила и нормы охраны труда, техники безопасности и противопожарной защиты, правила использования сети Интернет.

3. **Права**

Ответственный за организацию работы с Интернетом в ГБОУ ЗДТДиМ имеет право:

3.1. Участвовать в административных совещаниях при обсуждении вопросов, связанных с использованием Интернета в образовательном процессе и управлении ГБОУ ЗДТДиМ.

3.2. Отдавать распоряжения пользователям «точки доступа к Интернету» в рамках своей компетенции.

3.3. Ставить вопрос перед директором ГБОУ ЗДТДиМ о нарушении пользователями «точки доступа к Интернету» правил техники безопасности, противопожарной безопасности, поведения, Правил использования сети Интернет.

4. **Ответственность**

Ответственный за организацию работы с Интернетом в ГБОУ ЗДТДиМ несет ответственность за:

4.1. Ненадлежащее и несвоевременное выполнение обязанностей, возложенных на него настоящей должностной инструкцией.

4.2. Невыполнение правил использования Интернета, контроля и ограничения доступа, установленного в ГБОУ ЗДТДиМ.

4.3. Несоблюдение Правил техники безопасности, противопожарной безопасности и норм охраны труда на точке доступа к Интернету ГБОУ ЗДТДиМ.

4.3. Нарушение ведения делопроизводства по вверенному ему направлению работы.

#### Права, обязанности и ответственность пользователей

#### (пользователями точки доступа являются сотрудники и обучающиеся ГБОУ ЗДТДиМ).

Пользователь имеет **право**:

* Работать в сети Интернет в течение отведённого времени. При необходимости время работы может быть увеличено по согласованию с ответственным за организацию работы с Интернетом и при отсутствии иных лиц, желающих воспользоваться доступом к Интернет-ресурсам.
* Сохранять полученную информацию на съемном диске (дискете, CD-ROM, флеш-накопителе). Съемные диски должны предварительно проверяться на наличие вирусов. В случае если полученная информация востребована в учебном процессе и имеются соответствующие ресурсы (принтер, картридж, бумага) пользователь может напечатать её на принтере.

Пользователям **запрещается**:

* Осуществлять действия, запрещенные законодательством РФ.
* Посещать сайты, содержащие порнографическую и антигосударственную информацию, информацию со сценами насилия, участвовать в нетематических чатах.
* Передавать информацию конфиденциального характера, распространять информацию, порочащую честь и достоинство граждан.
* Устанавливать на компьютерах дополнительное программное обеспечение, как полученное в Интернете, так и любое другое.
* Изменять конфигурацию компьютеров, в том числе менять системные настройки компьютера и всех программ, установленных на нем (заставки, картинку рабочего стола, стартовой страницы браузера) без согласования с лицом, осуществляющим контроль использования обучающимися сети Интернет.
* Включать, выключать и перезагружать компьютер без согласования с лицом, осуществляющим контроль использования обучающимися сети Интернет.
* Осуществлять действия, направленные на "взлом" любых компьютеров, находящихся как в точке доступа к Интернету ОУ, так и за его пределами.
* Использовать возможности точки доступа к Интернету ОУ для пересылки и записи непристойной, клеветнической, оскорбительной, угрожающей и порнографической продукции, материалов и информации.

Пользователи несут **ответственность**:

* За содержание передаваемой, принимаемой и печатаемой информации.
* За соблюдение тишины, порядка и чистоты в «точке доступа к Интернету», а также за выполнение указаний лица, осуществляющего контроль использования обучающимися сети Интернет по первому требованию.
* Лица, не соблюдающие настоящий регламент работ по решению руководителя ОУ могут быть лишены права работы в точке доступа к Интернету.
* При нанесении любого ущерба «точке доступа к Интернету» (порча имущества, вывод оборудования из рабочего состояния) пользователь в рамках законодательства несет материальную ответственность.